IE Dream Team

Finjan Software - Mobile Code Research Center (MCRC), 

a department designated to detect the next attack by malicious hackers and 

Invent new proactive security technologies, 

Finjan MCRC recognizes that there is an abundance of technical security knowledge concerning as-yet-undisclosed vulnerabilities and exploit code that are constantly discovered or created by individuals and security groups. 
Some of this information may see the light of day on security mailing lists or eventually be disclosed as the result of a post-mortem analysis of a compromised computer system.


Our “IE Dream Team”  Program (IDT) compensates individuals who provide Finjan MCRC with advance notification of unpublished vulnerabilities and/or exploit code / Security Research . 
Finjan MCRC would like to re craw best IE Security researchers ,

To perform Research that will help Finjan MCRC to invent new Proactive security technologies.

We offer 200 $  per month , for virtual work, 1 day a week, according to MCRC assignment.

We are interested in research on those following subjects:
· Java Cellular Security (midlets).

· Unpatched IE Vulnerabilities list.

· Email security (Windows only , Outlook, OWA).

· Active Content (Windows only: Active X , Java- MS only).

· html, Style, java script valuations.

· IE exploits.

· web mails (exploits code, ways to protect).

· DOT.NET client security.

· feature security products development. 

     ** Exploits POC will be a plus only .
The group members could work alone or share information between the group members , according to the assignments.
The researchers could continue post there finding with out any Finjan MCRC approve,but will have to keep NDA and not to publish anything from Finjan assignments, with out getting permissions from MCRC manager , menashe Eliezer. the researchers  will get a Finjan email , hosting space (ftp) , and salary .
Mcrc interested in the following Security Researchers :
1. Georgi Guninski ,Bulgaria ,IE Computer security consulting, finding security related bugs, advise.
2. http-equiv , Canada , IE & Mail Expert, owner of www.malware.com .
3. stardust (hoshikuzu)  japan, 46,retired accounting, Style & HTML expert.
4. die liu yu, China , 18 ,  found 20 cross-domain/zone scripting vulnerabilities in IE; 3 remote compromise vulnerabilities in IE;
1 cross-domain vulnerability in Mozilla;1 cross-domain vulnerability in Netscape .
And he keep a list of Unpatched IE bugs for the general public.
5. Jelmer , NL , expert for IE , Trojans , web mails

MCRC is the leading research department at Finjan Software, dedicated to the research and detection of potential Internet and e-mail attacks. MCRC’s goal is to be one step ahead of malicious hackers attempting to exploit open platforms and technologies to develop next generation mobile malicious code, worms, trojans, viruses and spyware. MCRC researchers also contribute to the development of next generation defense tools for Finjan’s proactive content security solutions.  For more information, visit http://www.finjan.com/mcrc/index.cfm.

